# Professional statement

*I’m a lifelong learner with a background in professional organizing, criminal justice and paralegal studies, currently pivoting into cybersecurity with a focus on compliance, digital forensics and risk management. I don’t just want to understand threats, I want to prevent them, investigate them, and make sure the policies behind them hold up under scrutiny.*

*I’m not your average checklist-follower. I ask the right questions, spot what others miss and stay two steps ahead, whether I’m digging through logs, mapping risks, or calling out security gaps in a system. I’ve completed multiple cybersecurity courses across Google, IBM, EC-Council and University of Maryland and Harvard (via EdX) and I’m building a portfolio that reflects both technical skills and real-world problem solving.*

*My end goal? A role in cyber law or governance where I can bridge the gap between technical controls and the policies that drive them, without losing the human side of the work. Because in a field of automation, I still believe people make the difference.*